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• After a node has been identified (i.e., addressed and named), it can start 
communicating with other nodes or with backend servers. 

• However, this communication requires the selection of a suitable 
communication medium, which depends on the capabilities of the node 
(e.g., power and coverage). 

• Nodes can communicate horizontally (i.e., ad hoc with another node) or 
vertically (i.e., with servers in the middleware layer). 

• Communication technologies are discussed in this Lecture with emphasis 
on their use in the IoT. These commonly employed technologies are listed 
in ascending order based on their wireless range (i.e., wired and short, 
medium, and long range): 



Wireless Communications Technologies for IoT

1. PLC , X10 

2. NFC / RFID

3. Bluetooth

4 . Z i g b e e  /  Z- wave  /  
6 LOW PA N

5. Wireless LAN, WIFI

6. Wireless MAN, WIMAX

7 . L O R A / L O R AWA N

8. NB- IOT and LTE-M

9. Cellular phone



Very Crowded RF spectrum 
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1. Power-Line Communication (PLC).

• This comprises a set of communication 
protocols that use power-line wiring to 
simultaneously transmit both data and 
alternating current. 

• Using this approach, a person can power 
devices and control/retrieve data using only 
the standard power cables that run to the 
device. 

• It is mainly preferable in stationary nodes
because they rely on power lines

• X10. Similar to PLC, X10 is an industry 
standard that uses electrical cabling for 
signaling and controlling devices



Advances in Internet of Things, 2016, 6, 19-29 Published Online April 2016 in SciRes.



2. Near-Field Communication (NFC)

• A set of protocols that enable commu-
nication between two devices over very short 
distances. 

• NFC is employed in many IoT applications 
such as smart payments and access control 
systems. 



https://www.microcontrollertips.com/programming-automation-using-nfc-tags-faq/

- An active device can read data from an NFC tag by 
generating a radio wave using the 13.56 MHz carrier frequency.



2. RFID 

RFID in the Internet of Things  (Chapter 5 : Text book)
Akaa Agbaeze Eteng,1 Sharul Kamal Abdul Rahim,2 and Chee Yen Leow2 
1Department of Electronic and Computer Engineering, University of Port Harcourt, Port Harcourt, Nigeria
2Wireless Communication Centre, Universiti Teknologi Malaysia, Johor, Malaysia 





https://www.bluebite.com/nfc/rfid-vs-nfc





https://barcodenews.com/201504074650/infographic-shows-rfid-compared-to-nfc.html



4. Bluetooth

• A wireless standard is intended to exchange data over short distances 
and build personal area networks (PANs). 

• For Bluetooth v4.0 and later versions, the energy consumption is 
improved, which renders Bluetooth well suited for sensors and other 
small devices that require low power. 

• Internet-enabled nodes often use BLE to act with local nodes and 
send collected data to the backend for more actions. 

• BLE can be used in an extensive range of applications, such as smart 
buildings, smart transportation, and wearables. 





Bluetooth

The IEEE 802.15.1a Standard evolved after vendors created Bluetooth technology 
as a short-distance wireless connection technology.

The characteristics of the Bluetooth technology are:
• Wireless replacement for cables (e.g., headphones or mouse)
• Uses 2.4 GHz frequency band
• Short distance (up to 5 meters, with variations up to 10 or 50 meters)
• Device is either master or slave
• Master grants permission to slave
• Data rate is up to 721 Kbps

Computer Networks and Internets, 5e By Douglas E. Comer





https://www.researchgate.net/figure/RFID-vs-NFC-vs-Bluetooth_tbl1_231212227



4. Zigbee

• Zigbee is an IEEE 802.15.4-based specification for a suite of high-level 
communication protocols used to create personal area networks with small, low-
power digital radios, such as for home automation, medical device data collection, 
and other low-power low-bandwidth needs, designed for small scale projects which 
need wireless connection. Hence, Zigbee is a low-power, low data rate, and close 
proximity (i.e., personal area) wireless ad hoc network.

• Zigbee is a low-cost, low-power, wireless mesh network standard targeted at 
battery-powered devices in wireless control and monitoring applications. Zigbee 
delivers low-latency communication. Zigbee chips are typically integrated with 
radios and with microcontrollers. Zigbee operates in the industrial, scientific and 
medical (ISM) radio bands: 2.4 GHz in most jurisdictions worldwide; though some 
devices also use 784 MHz in China, 868 MHz in Europe and 915 MHz in the US and 
Australia, however even those regions and countries still use 2.4 GHz for most 
commercial Zigbee devices for home use. Data rates vary from 20 kbit/s (868 MHz 
band) to 250 kbit/s (2.4 GHz band).

https://en.wikipedia.org/wiki/Zigbee

https://en.wikipedia.org/wiki/IEEE_802.15.4
https://en.wikipedia.org/wiki/Specification_(technical_standard)
https://en.wikipedia.org/wiki/Personal_area_network
https://en.wikipedia.org/wiki/Digital_radio
https://en.wikipedia.org/wiki/Home_automation
https://en.wikipedia.org/wiki/Wireless_ad_hoc_network
https://en.wikipedia.org/wiki/Wireless_mesh_network
https://en.wikipedia.org/wiki/Microcontroller
https://en.wikipedia.org/wiki/ISM_band


(IEEE 802.15.4)

https://zigbeealliance.org/solution/zigbee/



(IEEE 802.15.4)



802.15.4 : LR-WPAN

• A technical standard which defines the operation of Low-Rate - Wireless
Personal
Area Networks (LR-WPANs). Also provides compatible interconnection
for data communication devices using  low-data-rate, low-power, and low-
complexity short-range radio frequency (RF) transmissions.

• Collection of standards for low-rate wireless personal area networks (LR WPANs).

These standards form the basis of specifications for high level communication protocols such
as ZigBee LR-WPAN standards provide data rates from 40 Kb/s 250 Kb/s.

These standards provide lo w-cost and low-speed communication for  power
constrained devices.



Z-Wave

A technology extensively applied in 
smart homes. Z-Wave devices can be 
attached to home appliances, which 
enable them to be controlled over 
the Internet. 

www.z-wave.com









5. Wi-Fi

Wi-Fi is particularly useful for ad hoc configurations, such as Wi-
Fi Direct, which does not require a wireless access point. 

The main limitation of Wi-Fi is its power consumption. However, 
in some IoT applications (e.g., smart homes), power is not an 
important issue. 

The Wi-Fi Alliance is launching a new energy-efficient Wi-Fi 
technology named Wi-Fi HaLow12 that is specifically designed for 
IoT nodes. 



Wireless LAN Standards (WiFi)

Standards from the first years of WiFi:

Computer Networks and Internets, 5e By Douglas E. Comer



Wireless LAN Standards (WiFi) (cont’d)

More recent WiFi standards:

802.11ac – Preliminary versions now showing up in new WiFi Routers.
-- WLANs on the 5 GHz frequency bands
-- Final standard approval expected in early 2014
-- Expected total multi-station throughput of 1 Gbps; single link throughput 500 Mbps
-- Extends 802.11n capabilities with: wider RF band & up to 8 MIMO spatial streams

802.11n – Standardized in 2009.
-- Extends 802.11b and .11g
-- Uses the 2.4 GHz and 5 GHz 
frequency bands
-- Expected total multi-station 
throughput of 600 Mbps
-- Uses MIMO (Multiple Input 
Multiple Output) by having
multiple antennae at both sender 
and receiver
-- Up to 4 more MIMO spatial 
streams

Computer Networks and Internets, 5e By Douglas E. Comer





2.4 G H z - 2 .4 8 5 G H z spectrum802.11 operates over two major spectral bands: the ISM band covering and
the 5 GHz band. The ISM band is divided into 14 channels at different frequencies. The center frequencies
are separated by 5 MHz (i.e. 2412, 2417, 2422, etc). However, the bandwidth is +/- 10 MHz. Hence, there is a
significant spectral overlap on adjacent channels (i.e choosing an adjacent channel to another network is
almost as bad as choosing the same channel).



Wireless Local Area Network (WLAN) Architecture

Note: The set of computers within range of a given access point is known 
as a Basic Service Set (BSS).

Computer Networks and Internets, 5e By Douglas E. Comer







Wireless MAN Technology and WiMAX

Standardized by IEEE under the category IEEE 802.16.

Two main versions of WiMAX are being developed that differ in their overall 
approach:

FixedWiMAX

• refers to systems built using IEEE 802.16-2004 (informally called 802.16d)
• does not provide for handoff among access points
• provides connections between a service provider and a fixed location

Mobile WiMAX

• Standard 802.16e-2005 (informally called 802.16e)
• handoffs among Aps
• used for mobile hosts

Computer Networks and Internets, 5e By Douglas E. Comer



Wireless MAN Technology and WiMAX (cont’d)

The key features of WiMAX can be summarized as follows:
• Uses licensed spectrum (i.e., offered by carriers)
• Each cell can cover a radius of 3 to 10 Km
• Uses scalable orthogonal FDM
• Guarantees quality of services (for voice or video)
• Can transport 70 Mbps in each direction at short distances
• Provides 10 Mbps over a long distance (10 Km)

Computer Networks and Internets, 5e By Douglas E. Comer



7 . Long-Range Wide-Area Network (LoRaWAN)

• A technology from LoRa Alliance that offers low-cost, 
mobile, and secure bidirectional communication. 

• It is optimized for low power consumption and is designed 
to support large networks with millions of nodes, which 
renders it ideal for IoT applications such as smart cities and 
industrial applications. 

www.lora-alliance.org/For-Developers/LoRaWANDevelopers





https://lora-alliance.org

LoRa® is the physical layer or the wireless modulation utilized to create the long range  
communication link. Many legacy wireless systems use frequency shifting keying (FSK)
modulation as the physical layer because it is a very efficient modulation for achieving low
power. LoRa® is based on chirp spread spectrum modulation, which maintains the same low
power characteristics as FSK modulation but significantly increases the communication range.
Chirp spread spectrum has been used in military and space communication for decades due to
the long communication distances that can be achieved and robustness to interference, but
LoRa® is the first low cost implementation for commercial usage.





One technology cannot serve all of the projected applications and volumes for IoT. 
WiFi and BTLE are widely adopted standards and serve the applications related to 
communicating personal devices quite well. Cellular technology is a great fit for 
applications that need high data throughput and have a power source. LPWAN 
offers multi-year battery lifetime and is designed for sensors and applications that 
need to send small amounts of data over long distances a few times per hour from 
varying environments









LoRa or LoRaWAN
The term LoRa and LoRaWAN are often used in a mixed fashion but by
definition there is a difference. LoRa defines the standard for the physical 
(layer 1) standard, LoRaWAN defines all that plus the MAC layer and 
application standards.
LoRaWAN is a wireless communication standard. You could put it in the 
same category of Bluetooth, GSM, 3G, LTE,… but it’s still different.

It has the range of your mobile phone with the flexibility of Bluetooth or 
WiFi and the battery life of your watch for minimum cost.



The main characteristics of LoRaWAN are:

• Long range (>5 km urban, >10 km suburban, >80 km VLOS)

• Long battery life (>10 years)

• Low cost (<$5/module)

• Low data rate (0.3 bps – 50 kbps, typ ically ~ 10 kB/day)

• Secure + Operates in unlicensed spectrum

• Localization support

• Bidirectional



For upstream messages, for example a sensor that sends information to an application, the flow is from left to right. 
The sensor value (payload) gets encrypted and gets transmitted over LoRa radio. One or more gateways receive the 
message and forward it over another network (typically 3G  or Ethernet) to a Network Server. The Network Server 
routes the message to the correct end application.

For downstream messages, for example a signal to turn on a light, the flow is from right to left. Upstream messages
are initiated by the device itself and downstream by the end application. Since LoRa is designed with as low energy
usage as possible, not all devices are always listening for incoming messages. This depends on the device classes

Architecture



Practical Lora: https://www.youtube.com/watch?v=7n8t62anxIQ

http://www.youtube.com/watch?v=7n8t62anxIQ


LoRaWANTM defines the communication protocol and system architecture for the network while 
the LoRa® physical layer enables the long-range communication link. The protocol and network 
architecture have the most influence in determining the battery lifetime of a node, the network 
capacity, the quality of service, the security, and the variety of applications served by the 
network.







https://lora-alliance.org/sites/default/files/2019-06/cr-lora-102_lorawanr_and_nb-iot.pdf



What Is SigFox?

Specifically, SigFox sets up antennas on towers (like a cell phone company), and receives data 
transmissions from devices like parking sensors or water meters. These transmissions use frequencies 
that are unlicensed, which in the US is the 915 MHz ISM band; the same frequency a cordless phone 
uses. (Europe has a narrower band around 868 MHz, and most of the world has some version of this 
band either like the US or Europe, all with different rules that govern their use.)

SigFox wireless systems send very small amounts of data (12 bytes) very slowly (300 baud) using 
standard radio transmission methods (phase-shift keying - DBPSK - going up and frequency-shift 
keying - GFSK - coming down). The long range is accomplished as a result of very long and very slow 
messages. Information theory says that the slower you transmit, the easier it is to “hear” your 
message.

This technology is a good fit for any application that needs to send small, infrequent bursts of data. 
Things like basic alarm systems, location monitoring, and simple metering are all examples of one-
way systems that might make sense for this network. In these networks, the signal is typically sent a 
few times to “ensure” the message goes through. While this works, there are some limitations, such as 
shorter battery life for battery-powered applications, and an inability to guarantee a message is 
actually received by the tower.



An Overview of Enabling Technologies 
for the Internet of Things 

Part II 



8. Cellular  mobile phone 
networks basics



Dyna-Tac



Handsets Evolution (from the brick to the slick)



World's first handheld cellular phone call in public
On April 3, 1973, Motorola installed a base station to 
handle the first public demonstration of a phone call over 
the cellular network

Cooper and Motorola took the cellular phone technology to New 
York to demonstrate it to reporters and the public, standing on 
Sixth Avenue in New York City near the New York Hilton hotel, 
Cooper made a phone call from a prototype Dyna-Tac handheld 
cellular phone before going to a press conference upstairs in the 
hotel. 

weighed 
about 2.5 
lb (1.1 kg).



2012: The year LTE becomes a standard, not a luxury

4G LTE. The fastest cellular network.

Mobile phone systems Evolution (the 
road to 4Gand What is LTE?)  



What is LTE?

Wifi+ 4G





Cellular Network Fundamentals



Early Mobile Telephone System 
Architecture Mobile Telephone System Using 

Cellular Architecture

Cellular Telephone Systems





Cellular Wireless System





The Cellular Concept



Dead Spots

Problem of omni directional antennas

Cell Geometry, Radio Coverage



Cell Geometrical 
Shape



The cells will take the form of overlapping circles.

Due to the obstacles in the coverage area the actual shape of the
cells would be Random.

Sectorial Antenna 

Sectorial Antenna





Cellular system





Evolution of Mobile Networks

By: Dr.Mohab Mangoud



Cellular system Evolution



• 2.5G – GPRS (General Packet Radio Service)
• 2.75G- Enhanced Data Rates for GSM Evolution (EDGE)
• 3.5G- High Speed Downlink Packet Access (HSDPA)
• 3.75G- High Speed Uplink Packet Access (HSUPA)
• 3.9G- Evolved High Speed Packet Access (HSPA+)



Generation Frequency Definition throughput Technology

1G
(1981-1996)

800-900 MHz
(BW = 30 

kHz)

Analog (FM) Voice 14.4 Kbps (peak) AMPS, NMT, TACS
ETACS

2G
(1996-2000)

900/1800 MHz
850/1900 MHz

(BW = 
200KH)

Digital
Narrowband

Circuit Switching Data 
Voice

Messaging (SMS)

9.6 / 14 Kbps GSM/DCS - 1900
TDMA(IS-136)

CDMA (IS95- CDMA-one)

2.5G, 2.75G Packet Switching Data
WAP +MMS

56 kbit/s up to 115 kbit/s GPRS, EDGE

3G
(2001-2010)
(wideband-

Global)

2GHz +
1920 -

2170MHz
(BW=5MHz)

Digital
Broadband

Packet Switching Data 
(High speed data

Multimedia)

3.1 Mbps (Peak)
500-700 Kbps

CDMA2000 
(Verizon, Sprint)
UMTS, WCDMA

(AT&T, T-Mobile+ Europe )

3.5G
3.75G

>2 Mbps 14.4 Mbps (peak)
1-3 Mbps

42 Mbps (peak)& 28 
Mbps  

2x2 MIMO 672 Mbps

HSPA: HSDPA, HSUPA

HSPA+

4G
(2012+)

(Broadband)
5G=Gigabit

LTE (3GPP)
LTE-A 

(3GPP2)

Digital
Broadband

All IP 
(voice+data)

Very High 
Throughput

100-300 Mbps (peak)

100 -1000 Mbps (peak)
3-5 Mbps

LTE (WCDMA)
Mobile WIMAX,

IEEE802.16 (d,e,m)
UBM (IP networks)



Structure of GSM Network

GPRS (General Packet Radio Service)

Gateway GPRS Support Node (GGSN)
Serving GPRS Support Node (SGSN)



• Mobile Station (MS)
Mobile Equipment (ME)
Subscriber Identity Module (SIM)

• Base Station Subsystem (BBS)
Base Transceiver Station (BTS)
Base Station Controller (BSC)

• Network Subsystem
Mobile Switching Center (MSC)
Home Location Register (HLR)
Visitor Location Register (VLR)
Authentication Center (AUC)
Equipment Identity Register (EIR)

System Architecture 



By: Dr.Mohab Mangoud



The GPRS core network is the central part which allows 2G, 3G and WCDMA 
mobile networks to transmit IP packets to external networks such as the Internet 
provides mobility management, session management and transport for Internet 
Protocol packet services in GSM and WCDMA networks.
Gateway GPRS Support Node (GGSN):  is responsible for the 
interworking between the GPRS network and external packet switched 
networks
Serving GPRS Support Node (SGSN):  is responsible for the delivery of data 
packets from and to the mobile stations within its geographical service area. 

Packet control unit:   The allocation of channels between voice and data is 
controlled by the base station, but once a channel is allocated to the PCU, the 
PCU takes full control over that channel.
The Radio Network Controller (or RNC): is a governing element in 
the UMTS radio access network (UTRAN) and is responsible for 
controlling the Node Bs that are connected to it..



UMTS supports maximum theoretical 
data transfer rates of 42 Mbit/s
when HSPA+ 



LTE Network Architecture



LTE Network Architecture



Types and Structure of Base 
Station

types of Base stations:
Macro-cell 
Micro-cells 
Pico-cell
Femto cell

The base station consists of :
plants room, mast, 
Antenna and cables. 



RF Beamfrom the Base Station



Base Station  Antenna   1800 MHz PCS & GSM (Sectored cells)



Main characteristics of a GSM hand-held terminal transmitter

Main characteristics of a GSM base-station transmitter



Close-up of a 
base station 
antenna in 
Mexico City, 
Mexico.  
There are 
three 
antennas: 
each serves 
a 120-degree 
segment of 
the horizon. 
The 
microwave 
dish links the 
site with the 
telephone 
network.

492 F High 
Point Road in 

Gaffney, South 
Carolina. 

Two GSM
base 

stations
disguised
as trees in 

Dublin, 
Ireland. 

Cell tower 
disguised as 
a palm tree 
in Tucson, 

Arizona

http://en.wikipedia.org/wiki/Mexico_City
http://en.wikipedia.org/wiki/Mexico
http://en.wikipedia.org/wiki/Global_System_for_Mobile_Communications
http://en.wikipedia.org/wiki/Base_station
http://en.wiktionary.org/wiki/disguised
http://commons.wikimedia.org/wiki/Tree
http://commons.wikimedia.org/wiki/Dublin
http://commons.wikimedia.org/wiki/Ireland








By: Dr.Mohab Mangoud



By: Dr.Mohab Mangoud



By: Dr.Mohab Mangoud



By: Dr.Mohab Mangoud



By: Dr.Mohab Mangoud



SISO: Single input Single output
SIMO: Single input Multiple output
MISO: Multiple input Single output
MIMO: Multiple input Multiple output
MIMO-MU: Multiple input Multiple output (multiuser)By: Dr.Mohab Mangoud



Smart antennas & Beamforming

•Traditional cellular systems
•Idea of smart antenna

It consists of

a number of radiating elements (antenna array)

a combining/dividing network (Beamforming unit)

control unit, realized using DSP

Beamforming
• to increase the system capacity 
and to increase the signal quality 
(system performance

• to avoid problems associated 
with multipath 

By: Dr.Mohab Mangoud



Types of Smart Antennas
Switched-Beam Antennas Adaptive-Array Antennas

•Disadvantages:
Signal strength degradation

The desired signal and interfering signals 
can not be distinguished (Reduced S/N)

•A direction of arrival (DOA) 
algorithm for determining signal 
direction & interference sources is 
needed.
•The beam pattern is adapted 
(steered) based on changed in both 
the desired and interfering signal 
locations. By: Dr.Mohab Mangoud



5G



IOT Era

Exabytes = 1018 = one bilion of  gigabytes

2020-252017-19

Source: 5G Samsung Report 





Key Technologies of 5G & IoT 

- Millimeter waves

- Massive MIMO  

- Multi-RAT (Radio Access Technology)

- Advanced D2D (Device to Device), M2M

- Dense Small Cell deployment





https://smallcells.3g4g.co.uk/2016/09/small-cell-forum-workshop-on-5g.html

Beamforming/power mangment/U&NU



Why Millimeter wave (mmwave) ?

5G will use spectrum: 
600 MHz to 6 GHz + mmWave bands (24–86 GHz).



5G

2G : digital voice, 3G : first data services, 4G : mobile broadband
5G : designed to serve not only phones but for connecting everything else

(5G Isn’t About the Smartphone @ IEEE Spectrum March 2019)





N SA 5G SA 5G



THE millimeter-wave (mmWave) band : is part of the radio frequency (RF) spectrum, comprised of frequencies between 30 GHz and 300 GHz, corresponding  

to a wavelength range of 10 to 1 mm. The photon energy of mmWaves ranges from 0.1 to 1.2 milli-electron volts (meV). Unlike ultraviolet, X-ray, and 
gamma radiation, mmWave radiation is non-ionizing, and the main safety concern is heating of the eyes and skin caused by the absorption of 
mmWave energy in the human body [1][2][3].



5G NR uses two frequency ranges:[4]
1.Frequency Range 1 (FR1), including sub-6 GHz frequency bands
2.Frequency Range 2 (FR2), including frequency bands in the mmWave range (24–100GHz)



https://www.spectrummonitoring.com/frequencies/frequencies1.html

Zain (100 Mhz @ 3400 - 3410 Band)
STC (100 Mhz @ 3590 - 3600 Band)
Batelco (100 Mhz @ 3600 - 3700 Ban

http://www.spectrummonitoring.com/frequencies/frequencies1.html


https://www.speedtest.net/ookla-5g-map





5G NETWORKS
QOS AND COVERAGE AUDIT KINGDOM OF BAHRAIN 

4G = approximately 80 megabits per
second. compared to 5G’s average of
approximately 600 megabits per
second, though records higher than 1
GB per second were observed.

https://tra-website-content-prod-2019-do-not-delete.s3-eu-west-1.amazonaws.com/Media/Documents/Market-indicators/20200421102416633_ufb0ikr2_djs.pdf


http://content.batelco.com/wp-content/uploads/2019/09/16085231/batelco-5g-Maps.pdf



5G devices

On March 6, 2020 the first-ever all-
5G smartphone Samsung Galaxy 

S20 was released. 

https://en.wikipedia.org/wiki/Samsung_Galaxy_S20


On March 19, HMD Global, the current 
maker of Nokia-branded phones, 
announced the Nokia 8.3, support all 5G 
bands from 600 MHz to 3.8 GHz.[62]

first commercial 5G 
smartphone HUAWEI Mate 20 
X (5G) is launched globally.2

At the time of writing (July 2020), 
no iPhone models support 5G. 
Will the iPhone 12 be Apple's first 5G 
phone?

https://en.wikipedia.org/wiki/HMD_Global
https://en.wikipedia.org/wiki/5G


https://vividcomm.com/2019/10/04/5g-small-cells/

5G vs 4G cells



3.5 GHz5G Cell Site of Deutsche
Telekom in Darmstadt, Germany

5G 3.5 GHz Cell Site of

Vodafone in Karlsruhe, 
Germany

5G NR (New Radio) is a new radio access technology (RAT) developed by 3GPP for
the 5G (fifth generation) mobile network. It was designed to be the global standard

gNB (i.e. a 5G next generation base station),for the air interface of 5G networks. … 
NSAVs. SA options



4G vs 5G

IEEE Communications Surveys & Tutorials ( Volume: 20 , Issue: 2 , 2018 )

(IOT)

https://ieeexplore.ieee.org/xpl/RecentIssue.jsp?punumber=9739
https://ieeexplore.ieee.org/xpl/tocresult.jsp?isnumber=8362823


2 0 0 [W]

26 GHz



5G 3.5 GHz Cell Site of Deutsche 
Telekom in Darmstadt, Germany

5G 3.5 GHz Cell Site of Vodafone 
in Karlsruhe, Germany

5G NR (New Radio) is a new radio access technology (RAT) developed by 3GPP for the 5G (fifth 
generation) mobile network. It was designed to be the global standard for the air interface 
of 5G networks. …   gNB (i.e. a 5G next generation base station), NSA Vs. SA options



IoT wireless technologies 
comparisons










